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1. Release Notes
This document provides the new features, installation and upgrade notes, known issues, and workarounds that apply to release 25.3.0 of
OpenText™ Static Application Security Testing
This information is not available elsewhere in the product documentation. The user guides for this product are available on the Product
Documentation website:
https://www.microfocus.com/documentation/fortify-static-code/
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1.1. Fortify product name changes
OpenText is in the process of changing the following product names:

Table: Product name changes

Previous name New Name

Fortify Static Code Analyzer OpenText™ Static Application Security Testing (OpenText SAST)

Fortify Software Security Center OpenText™ Application Security

Fortify WebInspect OpenText™ Dynamic Application Security Testing (OpenText DAST)

Fortify on Demand OpenText™ Core Application Security

Debricked OpenText™ Core Software Composition Analysis (OpenText Core SCA)

Fortify Applications and Tools OpenText™ Application Security Tools

The product names have changed on product splash pages, mastheads, login pages, and other places where the product is identified. The
name changes are intended to clarify product functionality and to better align the Fortify Software products with OpenText. In some cases,
such as on the documentation title page, the old name might temporarily be included in parenthesis. You can expect to see more changes
in future product releases. 
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1.2. Fortify documentation updates
The following documents will reflect changes that enable us to release products more often and with fewer dependencies on other products
in the Application Security (Fortify) suite.

Document Change

OpenText™ Application Security
Software Release Notes

This document has been renamed to OpenText™ <Product Name> Release Notes as each product
will have its own release notes document.

Application Security Software
System Requirements

Rather than publishing a single guide that covers all of the products for a specific release, each
product’s requirements can be found in the product’s user guide.

What’s New in Application Security
Software

New features will no longer be appear in a separate document. New features will be listed in the
product’s Release Notes.
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1.3. New features
The following features have been added to OpenText Static Application Security Testing.
Platforms

Mac-ARM platform distribution

Features/updates

Xcode 16.3 (Swift 6.1, Clang 17)

Xcode 16.4 (Swift 6.1.2, Clang 17)

Akka (Lightbend) license for the 2025 Scala translator.
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1.4. Fixed issues
The following are fixed problems and limitations in OpenText™ Static Application Security Testing (Fortify Static Code Analyzer) version
25.3.0.

ENG1764381: Issue with snippets, occasionally leading to Audit Workbench showing No source found error for IaC and PL/SQL issues.
ENG1783420: Issue with translating Gradle integration projects with --configuration-cache option set in gradle.properties by
Gradle Wrapper.
ENG1778125: LOC count mismatch in javascript after upgrading to OpenText SAST 24.4 or later versions.
ENG1763185: Configuration related to audit information may be lost between scans when an issue just changes line number.
ENG1763063: Error in C++ projects:
fatal error: bracket nesting level exceeded maximum of 256'
ENG1761411: Xcode build fails to translate Swift code that results in the following error:

swift-translator: error: Swift compiler setup failed: Loading the standard library failed
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1.5. Known issues
The following are known problems and limitations in OpenText™ Static Application Security Testing (Fortify Static Code Analyzer) version
25.3.0.

When running OpenText™ SAST 25.3.0 as a ScanCentral SAST Sensor, the pre-installed 25.2.0 version of the ScanCentral Client  will
not be able to submit remote translation jobs to the 25.3 Sensor by default.

Workaround: Set the sensor_version_for_all_jobs=25.3 property in the config.properties file on the ScanCentral SAST
Controller. This will enforce all jobs submitted by any version of ScanCentral SAST Client to be assigned to Sensors using OpenText
SAST 25.3.0. Local translation jobs are not affected. Local translation jobs created by OpenText SAST 25.3.0 and submitted with
ScanCentral Client 25.2.0 will properly be assigned to Sensors using OpenText SAST 25.3.0.

Some source files might be missing from the scan of an Xcode project if all targets in the project are not built for the same set of
target architectures.

Workaround: If you encounter this problem, specify a single architecture for the build by adding the -arch option to the 
xcodebuild command that will be run by sourceanalyzer. You can also update the build configuration in the Xcode project or create
a separate configuration to use for scanning and ensure that the target architecture(s) is the same for all targets.
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1.6. Notices of planned changes
This section includes product features and technologies that will be removed from a future release of the software. In some cases, the
feature will be removed in the very next release. Features that are identified as deprecated represent features that are no longer
recommended for use. In most cases, deprecated features will be completely removed from the product in a future release. OpenText
recommends that you remove deprecated features from your workflow at your earliest convenience.

Support for Gradle 6.5 and earlier versions will be removed in the next release.

OpenText SAST 25.3.0 will be the last version to include the OpenText ScanCentral SAST Client. In future releases, the ScanCentral
Client will need to be installed separately in order to run SAST as a ScanCentral SAST Sensor.
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1.7. Features not supported in this release
The following features are no longer supported.

Build tools

xcodebuild 15, 15.0.1, 15.1, 15.2
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